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CW: "Yeah, I don't, I don't, I think we're about nineteen-fifty on 

light-weight, right now." 

26. HUGHEY contacted CW by telephone on March 12, 2004 and asked CW ifhe was 

going to go along with the scheduled price increase. Pursuant to instructions from the FBI, CW 

told HUGHEY that CW's company was going to go along with the price increase. CW 

subsequently distributed a letter dated March 30, 2004 and a price list with an effective date of 

Apri115, 2004, in which CW was indicating that CW's c...9.P1pany was increasing its prices for 

ready mixed concrete in conformity with the price-fixing agreement. 

27. CW has told me that he has observed in the marketplace and that salespeople at his 

company have told him that SHELBY, IMI, BUILDER'S, BEAVER, AMERICAN, and 

CARMEL have pricing ready mixed concrete in conformity with the agreed-upon increase in 

net prices and the $5.50 discount off of net. CW recognized that there have been a few occasions 

in which companies involved in the price-fixing conspiracy have sold ready mixed concrete on 

terms different than those that had been agreed to, but that such instances are rare. 

28. CW has provided me with price lists from CARMEL and IMI, as well as price 

increase annotmcements from SHELBY, evidencing those companies' ready mixed concrete 

pricing policies, which, according to CW, reflect the agreed-upon increase in net prices. 

a. CW received a CARMEL price list directly from CARMEL; it was faxed 

from a facsimile machine at CARMEL's offices - as evidenced by the transmission information 

contained in the facsimile header - aD:d received by a facsimile machine at the offices of CW' s 

company. The facsimile number in the facsimile header (317-573-5414) matches the facsimile 

number listed in the Indiana Ready Mixed Concrete Association 2003-2004 membership directory 
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for CARMEL; that directory also lists CARMEL's address as 12368 Hancock Street, Carmel, IN 

46032. Again according to the transmission information contained in the facsimile header, the 
'~ 

CARMEL price list was faxed to CW's company on February 26, 2004, five weeks prior to its 

April 1 effective date. The fact that CARl\1EL engaged in direct communications with a 

competitor regarding prospective pricing is consistent with the price-fixing conspiracy detailed by 

HUGHEY and described in this affidavit and reinforces the probable cause that the conspiracy 

existed. 

b. CARMEL also forwarded an IMI price list to CW's company; the IMI price 

list was faxed from a facsimile machine at CARMEL's offices - as evidenced by the transmission 

information contained in the facsimile header - and received by a facsimile machine at the offices 

facsimile number listed in the Indiana Ready Mixed Concrete Association 2003-2004 membership 

directory for CARMEL; that directory also lists CARMEL's address as 12368 Hancock Street, 

Carmel, IN 46032. Again according to the transmission information contained in the facsimile 

header, the IMI price list was faxed to CW's company on February 26,2004, five weeks prior to its 

Aprill effective date. The fact that CARMEL (a) was in possession of a competitor's price list 

five weeks before it was effective and (b) was engaged in direct communications with CW's 

company, a competitor, regarding prospective pricing is consistent with the price-fixing conspiracy 

detailed by HUGHEY and described in this affidavit and underscores the probable cause that the 

conspiracy existed. 

c. CW also received a SHELBY price increase letter directly from CARMEL. 

The SHELBY price increase letter was faxed from a facsimile machine at CARMEL's offices - as 
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evidenced by the transmission infonnation contained in the facsimile header - and received by a 

facsimile machine at the offices ofCW's company. The facsimile number in the facsimile header 
., 

(317-573-5414) matches the facsimile number listed in the Indiana Ready Mixed Concrete 

Association 2003-2004 membership directory for CARMEL; that directory also lists CARMEL's 

address as 12368 Hancock Street, Carmel, IN 46032. The SHELBY price increase letter was faxed 

to CW's company on February 26, 2004, five weeks prior to its April 1 effective date. The fact 

that CARMEL was engaged in direct communications with CW's company, a competitor, 

regarding a competitor's prospective pricing is consistent with the price-fixing conspiracy detailed 

by HUGHEY and described in this affidavit and reinforces the probable cause that the conspiracy 

existed. 

29. CW also received a letter in the United States mail dated October 31, 2003 from 

Jason MANN, President of AMERICAN, addressed to CW's company. In that letter MANN 

details a "Winter Conditions" charge that AMERICAN will be instituting beginning in December, 

2003 as well a $2.00 across-the-board price increase beginning April 1, 2004. 

30. I personally interviewed Jason MANN, President of AMERICAN, on two 

occasions: March 21,2004 at his residence (956 Breaside Lane, Greenwood, Indiana 46143); and 

on March 29, 2004 at AMERICAN's offices (845 West Troy Avenue, Indianapolis, Indiana 

46225). 

a. During the March 21 interview, Mann discussed AMERICAN's business 

generally as well as how he came to be in charge of AMERICAN's operations after the death of his 

father. MANN told me that ready mixed concrete companies would communicate their prices 

directly to competitors, faxing price sheets to each other; he noted specifically that ll\1I and 
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SHELBY had done so. MANN also told me that some ready mixed concrete companies wanted 

ready mixed concrete companies to reach an agreement to set prices and that Fred (":pete") 

IRVING ofIlVII was the driving force behind the price-fixing scheme. MANN also told me that 

there is an Indiana Ready Mix Association, which is controlled by IMI. 

b. During the March 29 interview, MANN informed me that he had received 

communications directly from another ready mixed concrete company regarding a bid proposal he 

had submitted for the Carmel School District. Specifically, the competitor faxed MANN a copy of 

AMERICAN's bid proposal for the Carmel School District project. That facsimile contained a 

header suggesting to Affiant that it had been faxed from IMI Sales. Moreover, the facsimile, 

which I have reviewed, contained handwritten language calling into question the price at which 

AMERICAN bid the project. Also during that March 29 interview, MANN told me that Price 

IRVING was taking over operations at IMI and that Butch NUCKOLS of BUILDER'S is the 

ringleader behind the Indianapolis area price-fixing scheme for ready mixed concrete. 

c. I understood MANN's statements to me that Fred ("Pete") IRVING ofIMI 

was the driving force behind the price-fixing scheme and that Butch NUCKOLS of BUILDER'S is 

the ringleader behind the Indianapolis area price-fixing scheme to mean that Fred (''Pete'') 

IRVING was a leading proponent of the price-fixing scheme, and that Butch NUCKOLS was 

responsible for implementing the scheme. 

31. The investigation has established that probable cause exists to believe that 

CARMEL, IMI, BUILDER'S, SHELBY, AMERICAN, and BEAVER regularly use the United 

States mail in the conduct of their ready-mixed concrete business, including, but not limited to, the 

distribution of invoices and the receipt of payments. In addition, CW has told me that SHELBY, 
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BEAVER, and AMERICAN have each purchased truckS'~sed m~eirte~~ mixed concrete 

business from out-of-state manufacturers and that CARMEL, BUILDER'S, IMI, an~ BEAVER 

have each purchased plants used in their ready mixed concrete business fro~ out-of-state 

manufacturers. Moreover, some of those companies provide ready mixed'concrete for projects that 

directly involve interstate means of transportation, including, but not limited to: SHELBY's work 

on United States Interstate 74; 00' s provision of concrete for the Indianapolis International 

Airport and various interstate highway projects; and BillLDER's work on the construction of 

Allisonville Road, which connects directly to United States Interstate 465. There is also probable 

cause to believe that in conducting the pric.e-fixing conspiracy, CARMEL, IMI, BUILDER'S, 

SHELBY, AMERICAN, and BEAVER continued to regularly use the United States mail to 

distribute invoices and to receive payments. 

32. I believe that the ready mixed concrete price-fixing conspiracy described in this 

affidavit continues to be in operation, though, as noted in paragraph 27, there have been deviations 

from the conspiracy on occasions. In addition to the recordings described in paragraphs 23-25, I 

have received price lists effective April 1, 2004, which CW has told me are consistent with the 

conspiratorial scheme. 

V. EVIDENCE TO BE SEIZED 

33. The facts set forth above establish probable cause to believe that (a) CARMEL, 

!MI, BillLDER'S, SHELBY, BEAVER, and AMERlCAN have been engaged, and continue to 

engage, in a criminal conspiracy to fix prices for ready mixed concrete and (b) evidence and 

instrumentalities of the conspiracy are located at these companies in the areas listed in paragraph 

48 associated with Scott HUGHEY, Fred ("Pete") IRVING, Price IRVING, Dan BUTLER, Butch 
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NUCKOLS, Phillip HAEHL, Gary BEAVER, Chris BEAVER, and Jason MANN. 

34. All the documents requested are business records of the companies ~ed in 

paragraph 4. It has been my experience, and CW has confinned, that records of price fixing are 

usually kept and maintained at the participant's office, so that they may be referred to over the 

course of the conspiracy. Such records include, but are not limited to, such items as: price 

announcements and other documentation of prices offered and charged; handwritten notes 

reflecting the agreed-upon prices; notes or memoranda of meetings at which prices were fixed; 

documentation of telephone conversations between or among participants in the conspiracy, 

including notes or memoranda of the conversations and charge records for the conversations; 

names, addresses, telephone numbers, and electronic mail (e-mail) addresses of co-conspirators; 

and notes, memoranda, correspondence, reports, and other records and documentation relating to 

any agreements, meetings, conversations, or other communications or contacts between or among 

companies that sell or distribute ready mixed concrete. 

35. Where a company secures business through a competitive bidding process as the 

companies listed in paragraph 4. do at times, conspiratorial records may also include bid files and 

estimate work sheets which contain cost, overhead, and profit data used in preparing a bid. 

Furthermore, some ofthe documents to be seized must be maintained for use in preparing federal 

and state income taxes for use in the event of an audit; the Internal Revenue Service (IRS) informs 

business taxpayers to maintain records for at least three years. IRS, Business Recordkeeping, 

www.rrs.gov. 

36. Further, it is often helpful in an antitrust investigation to obtain pricing and sales 

data for the period prior to known conspiratorial activity in order to obtain evidence of pricing or 
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sales changes caused by the conspiracy. Thus, the items to be seized include pricing and sales data 

for a period of time prior to the known conspiratorial activity. CW told me that the r~ady mixed 

concrete companies involved in the price~:fixing conspiracy issue price lists on average once a year, 

though in the last five years those companies may have only issued two or three price sheets each. 

For that reason, in order to secure relevant documents for both the conspiracy and pre-conspiracy 

period, it is necessary to seize· documents dating back to 1999. I am, therefore, requesting a search 

warrant for the documents described in Exhibit B to the Search Warrant. 

37. As noted in paragraph 30.a. Jason MANN, President of AMERlCAN, told me that 

ready mixed concrete companies would fax price sheets to each other and, specifically, that IMl 

and SHELBY had faxed price lists to competitors. MANN also told me, as noted in paragraph 

30.b., that a ready mixed concrete company communicated directly with him by means of a 

facsimile communication regarding a bid by AMERICAN. Moreover, as detailed in paragraphs 

28.a., 28.b., and 28.c., CARMEL faxed price lists from CARMEL and IMl and a price increase 

letter from SHELBY directly to CW's company, a competing ready mixed concrete company, to 

prove that other ready mixed concrete companies were pricing consistently with the price-fixing 

conspiracy. Therefore, facsimile machines maintained and Used by CARMEL, IMI, BUILDER'S, 

SHELBY, AMERICAN, and BEAVER are instrumentalities of crime, used to, among other things, 

facilitate illegal price communications among competitors and will be seized to provide 

information such as the dates and times pricing information was communicated as well as 

identifying information unique to the facsimile machines. 

38. It has been my experience, and has been confirmed by CW, that business records 

such as the price lists, correspondence, and other types of documents to be seized are frequently 
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created, stored, and maintained with computer hardware equipment and software, such as disks, 

magnetic tapes, programs, and computer printouts. Additionally, such information Il!ay be stored 

on personal laptop computers, e-mail servers, and in other electronic devices. 

39. During the course of this investigation I have consulted with Special Agent E. Fox, 

FBI - Indianapolis, Indiana. Agent Fox has been with the FBI for approximately 7 years and has 

received extensive training in the area of computer forensics and has served as a field computer 

forensic examiner (CFE). The training he has received includes the planning, preparation, and 

execution of search warrants involving computers and related equipment, electronic data 

preservation, and the recovery, documentation and authentication of evidence. Agent Fox has 

assisted in the preparation and execution of over 40 search warrants involving computers, 

including their seizure and subsequent forensic examination for evidence. 

40. Based upon Agent Fox's training and experience, he advised that, in order to 

completely and accurately retrieve data maintained in computer hardware or on computer software, 

to insure the accuracy and completeness of such data, and to prevent the loss of the data either 

from accidental or programmed destruction, it is often necessary that the computer equipment, 

peripherals, related instructions in the form of manuals and notes, as well as the software utilized 

to operate such a computer, be seized and subsequently processed by a qualified computer 

specialist in a laboratory setting. This is true because of the following: 

a. Technical requirements. Analyzing computer systems for criminal evidence is a 

highly technical process requiring expert skill and a properly controlled 

enviromnent. The vast array of computer hardware and software available requires 

even computer experts to specialize in some systems and applications. Thus it is 
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difficult to know prior to the search which expert possesses sufficient specialized 

skills to best analyze the system and its data. No matter which syste~ is used, 

however, data analysis protocols are exacting scientific procedures, designed to 

protect the integrity of the evidence and to recover even hidden, erased, 

compressed, password-protected, or encrypted files. Since computer evidence is 

extremely vulnerable to tampering or destruction (both from external sources or 

from destructive code imbedded in the system as a "booby trap"), removing the 

computer from the search site (where it is extremely difficult to maintain its security 

during the potentially lengthy search process) to a controlled environment is often 

essential to its complete and accurate analysis. Further, the determination as to the 

existence and types of computer security devices which could cause destruction of 

evidence is extremely time consuming and could substantially lengthen the duration 

of the search and thus increase the difficulty of securing the computer system on

site during the search. 

b. The volume of evidence. Computer storage devices (such as hard disks, diskettes, 

tapes, laser disks, Bernoulli drives, etc.) can store the equivalent of thousands of 

pages of information. Additionally, a user may seek to conceal criminal evidence 

by storing it in random order andlor with deceptive file names on the hard drive or 

other storage devices. Searching authorities are thus required to examine all the 

stored data to determine which particular files are evidence of criminal activity and 

fall within the scope of the Search Warrant. See Paragraph 47 below. This 

searching and sorting process can take weeks or months, depending on the volume 
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' .. _ .' :/f~'~''''. . ,. ", '<;.--;. , . 

of data stored, and it would be impractlc~no att~@.pt this ~d of data analysis on-

site. Furthermore, records stored in computer storage devices and r~ponsive to the 

warrant may be retrievable using sophisticated reconstru~ti~n methods despite the 
.... c·.'- ;"'. 

fact that those records were purportedly erased or deleted. Should such data 

retrieval be necessary, it could substantially lengthen the duration of the search and 

thus increase the difficulty of securing the computer system on-site during the 

search. 

41. Despite these facts, I recognize that the companies listed in paragraph 4. are 

functioning companies and that a seizure of their computer network(s) may have the unintended 

and undesired effect of limiting the companies' ability to provide legitimate services to its 

customers. In response to these concerns, the agents who execute the Search Warrant will take an 

incremental approach to minimize the inconvenience to the companies being searched and to 

minimize the need to seize equipment and data. This incremental approach will be explained to all 

of the agents on the search team before the search is executed. 

42. According to Agent Fox, ifthe CFE decides that printing out, making electronic 

copies of specific files, or imaging those parts of the subjects' computers or other electronic· 

storage devices likely to contain documents described in Exhibit B to the Search Warrant is 

impractical or insufficient, then the FBI will seize the relevant components of the company's 

computer hardware, equipment and other peripherals, including magnetic storage devices and the 

central processing units (CPUs), in order to fully retrieve data from the computer system by 

searching these components in a laboratory or controlled environment. 

43. Similarly, according to Agent Fox, in order to completely and accurately retrieve 
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data maintained on network servers it may be necessary to seize those servers so that they may be 

processed. by a qualified computer specialist in a laboratory setting. This may be ne~essary where 

the search location does not maintain an adequate backup system, where employees at the search 

location lack requisite knowledge regarding the servers, or where knowledgeable employees are 

uncooperative. Servers will be seized only as a last resort. 

a. The FBI will follow a three-step process before resorting to the seizure of 

network servers: first, they will attempt to make backup copies of files present on the servers at the 

search location; second, if they are unable to make backup copies of the servers, they win 

selectively copy files responsive to items identified in Exhibit B to the Search Warrant from the 

servers; and third, if and only if they are unable to copy those files from the servers, the FBlwill 

seize the servers', immediately bring them to a laboratory or controlled environment, copy the 

servers, and promptly return the servers to the search location. 

b. The FBI recognizes that seizure of servers may significantly hamper the 

ongoing business operations of the compan(y/ies) from whom servers are seized and, therefore, the 

FBI will: seize servers only where necessary; make copying seized servers a top priority; and 

return any seized servers to the search location as promptly as practicable. If circumstances arise 

in the execution of this Search Warrant such that it becomes necessary to seize servers, the CFE 

will take reasonable measures to protect the rights and privacy of all individuals whose data or 

information is contained on seized servers, but which is not responsive to the warrant. 

Furthermore, access to such non-responsive data and infonnation will be denied to all individuals 

other than the CFJ;: and other computer analysts designated by the FBI. 

44. In addition, Agent Fox stated that the accompanying software must also be seized, 
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since it may not be possible without examination to detennine that it is standard, commercially 

available software. It is necessary to have the software used to create data files and I:~cords in 

order to read the files and records. In addition, without examination, it may not be possible to 

determine that the diskette purporting to contain a standard commercially available software 

program has not been used to store records instead. 

45. Agent Fox also informed me that any data security device (including passwords) 

and instruction manuals, meaning any and all written or printed material which provides 

documentation, instructions or examples concerning the operation of a computer system, computer 

software, and/or any related device are also necessary to properly operate the specific system in 

order to accurately obtain and copy the records that fall within the scope ofthe Search Warrant. 

46. Thus, based on the information set forth above, ifthe CFE determines during the 

search that information contained in the computer system and related computer equipment and 

storage devices cannot be successfully retrieved, printed, copied, or imaged to depict the exact 

environment in which the data was created on-site, I seek the authority to seize the following types 

of devices and materials and to conduct an off-site search of the hardware and software for the 

evidence described above: 

a. Computer hardware, meaning any and all electronic devices which are capable of 

analyzing, creating, displaying, converting, or transmitting electronic or magnetic 

computer impulses or data. These devices include those computers, computer 

components, network servers, computer peripherals, cables, word processing 

equipment, modems, monitors, printers, plotters, encryption circuit boards, optical 

scanners, external hard drive, and other computer-related electronic devices 
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including personal digital assistants, which relate to the storage, production or 

processing of documents and other records identified in this Affidavi( (including 

those listed in Exhibit B) or which, in the judgment of the CFE, will be necessary 

to rebuild the system and to have it function properly off-site; 

b. Computer software, meaning any and all instructions or programs stored in the form 

of electronic or magnetic media which are capable of being interpreted by a 

computer or related component. The items to be seized include operating systems, 

application software, utility programs, compilers, interpreters, and other programs 

or software used to communicate with computer hardware or peripherals either 

directly or indirectly via telephone lines, radio, or other means of transmission; and 

c. Any data security device (including passwords) and instruction manuals, meaning 

any and all written or printed material which provides documentation, instructions 

or examples concerning the operation of a computer system, computer software, 

and/or any related device. Further, even if imaging is successful, instruction 

manuals and data security devices (including passwords) may need to be seized in 

order to aid in the off-site forensic analysis of the evidence. 

47. Agent Fox informed me that the analysis of electronically stored data, whether 

performed on-site or in a laboratory or other controlled environment, may entail any or all of 

several different techniques. Such techniques may include, but shall not be limited to: surveying 

various file "directories" and the individual files they contain (analogous to looking at the outside 

of a file cabinet for the markings it contains and opening a drawer capable of containing pertinent 

files, in order to locate the evidence and instrumentalities authorized for seizure by the warrant); 
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"opening" or reading the first few "pages" of such files in order to determine their precise contents; 

"scanning" storage areas to discover and possibly recover recently deleted data; scanning storage 

areas for deliberately hidden files; or perfonning electronic "key word" searches through the entire 

electronic storage area to determine whether occurrences of language contained in such storage 

areas exist that are intimately related to the subject matter of the investigation. 

48. Agent Fox also stated that e-mail may be stored individually on a user's computer 

or, in larger commercial entities, may reside collectively in a specialized server commonly referred 

to as an .. e-mail server." For instance, under some e-mail applications such as Microsoft Outlook, 

the e-mail for all individuals on the system is maintained in one large database-type file with a ;pst 

extension. To obtain the e-mail messages of one individual, it is sometimes necessary to image the 

entire e-mail database on an e-mail server, deconstruct that file, then withdraw the required data or 

infonnation. If such circumstances arise in the execution of this warrant, the CFE will take 

reasonable measures to protect the rights and privacy of all individuals whose e-mail does not 

contain data or infonnation responsive to the warrant. Furthermore, access to the non-responsive 

portion ofthe .pst file will be denied to all individuals other than the CFE and other computer 

analysts designated by the FBI. 

VI. PREMISES TO BE SEARCHED 

49. The search will be limited to the office(s) ofthe individual employees named in 

Exhibit A to the Search Warrant; any file or storage rooms adjacent to their office(s); the areas 

where their secretar(y/ies)/assistant(s) sit and work; and all computer rooms and areas (including 

the contents of any network or e-mail servers), document storage areas, filing cabinets, filing 

containers, facsimile machines, and safes on the premises that are likely to be under their control or 
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that are likely to contain their business reco:rds, files, 60lfespona~i:ice,· caI~dars, or other 

documents. These areas are located within the offices of those employees' respectiv~ companies, 

as more particularly described in Exhibit A to the Search Warrant. 
'r . 

50. There is probable cause to believe that evidence of the price-fixing conspiracy and 

relevant facsimile machines are located on the premises to be searched (as described in Exhibit A), 

including: 

a. CARMEL - the fact that CW received a price sheet directly from 

CARMEL with prices effective April 1, 2004 and which contained the address of the premises to 

be searched - 12368 Hancock Street, Carmel, Indiana 46032 - in the text of the document as well 

as a facsimile header indicating it was sent from a facsimile machine with the same number (317-

573-5414) as the number listed for the facsimile machine at CARMEL's Hancock Street address 

(i.e. the premises to be searched). Moreover, the price sheet was printed on paper bearing the name 

"Carmel Concrete Products," CARMEL's logo, as well as the address "12368 Hancock Street, 

. Cannel, Indiana 46032" and "Fax 573-5414." Moreover, that price sheet indicates that CAR.M:EL 

was pricing its ready mixed concrete consistent with the conspiratorial agreement described above 

in subparagraphs 23.f., 25.a., 25.b., and 2S.c. In'addition, the address ofthe premises to be 

searched is consistent with the business address of CARMEL as listed with the Indiana Ready 

Mixed Concrete Association 2003-2004 membership directory and in the Dun & Bradstreet 

Business Information Reports. In addition, I have personally observed the location listed as the 

premises to be searched and my observations give me reason to believe that CARMEL conducts 

business operations from that location. 

b. 1M! - the fact that CW received a ready mixed concrete price sheet with an 
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effective date of April 1, 2004 on Il\1I letterhead, which lists IMI's address as "8032 North State 

Road 9, Greenfield, IN 46140," the same as the premises to be searched, and indicating that the 
... ; 

company conducts ready mixed concrete business from that location. Moreover, the premises to be 

searched is listed in the Dun & Bradstreet Business Information Reports as being the address for 

IMI, the premises to be searched is consistent with the business address ofIl\1I as listed with the 

." 
Indiana Ready Mixed Concrete Association, and Il\1I's own website - www.irvmat.com-lists the 

premises to be searched as the location of the branch office serving the company's "Central" region. 

In addition, I have personally observed the location listed as the premises to be searched and my 

observations give me reason to believe that Tht1I conducts business operations from that location. 

c. BUILDER'S -

1. the fact that the premises to be searched - 9170 E 131st Street, 

Fishers, IN 46038 - is listed in the Dun & Bradstreet Business Information Reports as being the 

address for BUILDER'S and is consistent with the business address of BUILDER's as listed with 

the Indiana Ready Mixed Concrete Association. Moreover, BUILDER'S own website-

www.bcconcrete.com - lists the company's office telephone number as (317) 849-1788 and 

facsimile number as (317) 849-1444, both of which match the numbers listed in the Dun and 

Bradstreet report, which identifies the premises to be searched as the address for BUILDER'S. In 

addition, I have personally observed the location listed as the premises to be searched and my 

observations give me reason to believe that BUILDER'S. conducts business operations from that 

location. 

2. CW has additional bases for lmowing that Butch NUCKOLS' 

maintains an office at the 9170 E 131st Street, Fishers, IN 46038 address. Within the past year, 
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CW learned from a contractor that NUCKOLS was upset that CW's company was involved in 

concrete work for a car dealer on a parcel ofland directly across the street from BUILDER'S offices 
'-.... 

at the premises address. BUILDER'S was the previous owner of that land and the CW learned from 

the contractor that NUCKOLS told the contractor that he was not going to sit in his office and watch 

another concrete company (i.e. CW's company) pour concrete on land that BUILDER'S sold. In 

addition, CW visited BUILDER'S offices at 9170 E 131st Street, Fishers, IN 46038, seven to eight 

years ago and observed Butch NUCKOLS emerge from his office at that location. 

d. BEAVER - the fact that the premises to be searched - 16101 River Road, 

Noblesville, IN 46060 - is listed in the Dun & Bradstreet Business Information Reports as being the 

address for BEAVER and is consistent with the business address of BE A VER as listed with the 

Indiana Ready Mixed Concrete Association. Moreover, the Associated Builders and Contractors of 

Indiana website - www.abc-indy.org - lists BEAVER's telephone number as (317) 773-0679an4 

facsimile number as (317) 773-0048, both of which match the numbers listed in the Dun and 

Bradstreet report, which identifies the premises to be searched as the address for BEAVER. 

Furthermore, CW attended a meeting regarding a county road-building project at BEAVER's 

offices at 1610 1 River Road several years ago and CW knows that location is BEAVER's 

headquarters. In addition, I have personally observed the location listed as the premises to be 
..... " ... v'" ... 

searched and my observations give me reason to believe that BEAVER conducts business 

operations from that location. 

e. AMERICAN - the fact that Affiant interviewed Jason MANN, President of 

AMERICAN, at 845 West Troy Avenue, Indianapolis, IN 46225 on March 29 (see paragraph 30.); 

during that interview, Affiant personally observed the location listed as the premises to be searched 
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and Mfiant's my observations give Affiant reason to believe that AMERICAN conducts business 

operations from that location. 

f. SHELBY - the fact that the premises to be searched - 157 E. Rampart Road, 

Shelbyville, Indiana 46176 - is consistent with an address of SHELBY listed with the Indiana 

Ready Mixed Concrete Association. I have personally observed the location listed as the premises 

to be searched and my observations give me reason to believe that SHELBY conducts business 

operations from that location. In addition, I made a telephone call to (317) 398-4485, the telephone 

number listed in the Indiana Ready Mixed Concrete Association 2003-2004 membership directory 

as the telephone number for SHELBY's Shelbyville offices (as identified in Exhibit A to the Search 

Warrant), posing as a marketing representative and confirmed with the person receiving the call that 

the location is SHELBY's headquarters and that Phillip HAEHL is the onsite point of contact for 

that location. 

51. In order to minimize the prospect of the removal and subsequent destruction of any 

of the records identified in Exhibit B to the Search Warrant, the search will include the briefcases, 

laptop computers, and other movable document containers located in the offices of, in the 

possession of, or readily identifiable as belonging to the individuals identified in Exhibit A to the 

Search Warrant. 

VII. CONCLUSION 

52. In light of the foregoing, I respectfully request that a search warrant be issued 

authorizing law enforcement personnel to search the office(s) of the individual employees named in 

Exhibit A to the Search Warrant; any file or storage rooms adjacent to their office(s); the areas 

where their secretar(y/ies)/assistant(s) sit and work; and all computer rooms and areas (including the 
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contents of any network or e-mail servers), document storage areas, filing cabinets, filing 

containers, facsimile machines, and safes on the premises that are likely to be under the.ir control or 

that are likely to contain their business records, files, correspondence, calendars, or other 

documents, an located within the offices of those employees' respective companies, as more 

particularly described in Exhibit A to the Search Warrant, and to seize the records and documents 

listed in Exhibit B to the Search Warrant applied for herein. These records and documents 

constitute evidence ofa conspiracy to fix prices in violation of Title 15, United States Code, Section 

1 and, as noted above, the facsimile machines are instrumentalities ofthis crime, ~d are subject to 

seizure pursuant to Rule 41 of the Federal Rules of Criminal Procedure. 

53. I request that the search warrant application and this affidavit be sealed. This 

investigation is ongoing. Premature disclosure of the contents of this affidavit would frustrate this 

investigation by immediately alerting the targets ofthis investigation to the nature of the probe, the 

techniques employed, the evidence developed to date, and limit the use ofthe grand jury to develop 

further admissible evidence. This affidavit also contains infonnation about a cooperating witness, 

who has been cooperating with the investigation and whose identity has not yet been revealed The 

FBI and the Antitrust Division treat such information as confidential. 

~~ Steven . Schlobohm 
Special Agent 
Fede Bureau of Investigation 

Subscribed and sworn to before me t . s of May, 2004, at Indianapolis, Indiana. 

UNITED STATES MAGISTRATE JUDGE . . 
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